**Describe log handling in general:**

The application stores log information such as Exceptions, debug information (can be disabled in PROD), integration monitoring (both web client vs. Perf Rest API) and the integration between Perf Web Server and EDB tools.

As well some behavior logging that can be used to analyze the user’s behavior and potentially be used for Computer Learning and some AI.

**Define purpose and attributes in log + how it will be stored:**

We are making entry in DB who ever logged in to the application as will log the Traces of the users.

**Configuration changes on x:**

**how to protect logs (scenarios on access write/view):** We are not allowing any user to access the app logs only db admin or the user has access on db can write/view the logs.

**backup:** We will need to integrate the db back up on all server level.

**retention period:** As of now we don’t have any retention period defined from client side. But in near future we can propose to have a one-year retention period for the logs and older logs can be moved under archive folder.

**non-repudiation requirement:**

**country related requirements:**

**check if Log4J is used: N**o, we are not using Log4j, but we are using N-log for capturing the logs.